Special 301 Recommendation: IIPA recommends that Romania stay on the Watch List in 2008.

EXECUTIVE SUMMARY

Piracy continued to be a serious problem in Romania during 2007, with the problems of Internet piracy (including peer-to-peer file-sharing and mobile business-to-consumer (B2C) piracy) growing to become the most serious threat to industry, while traditional optical disc piracy (including burning) declined somewhat. While unlicensed business application programs and hard disk loading remain challenges for the business software industry, the Romanian government continued to take efforts to legalize software within its offices. Industry cooperation with police authorities during 2007 remained generally good, but enforcement tends to break down at the prosecutorial level for most sectors, although the business software industry reports improvement on this score. Many cases involving recording piracy and entertainment software piracy were closed by prosecutors in 2007 based on a perceived “lack of social harm.” The recording industry has seen this prosecutorial phenomenon with its physical piracy cases, and is concerned that this disturbing attitude has crossed over to Internet cases involving massive uploading of illegal music files. In addition, administrative oversight by the Romanian Copyright Office (ORDA) continues to work in ways that simply do not foster effective enforcement. For example, ORDA still supervises the objectionable hologram system, and in criminal investigations, causes substantial delays by taking many months to deliver the technical reports on the pirated materials to the police. In 2007, ORDA hired additional personnel, improving response time in some cases, but not to the extent necessary for expeditious enforcement. Discussions have been held over the past two years regarding possible upcoming copyright reform efforts, and rightsholders request that their input and expertise be heard in order to close important gaps in the current legislation.

PRIORITY ACTIONS IN 2008

Legislation

- Closely monitor any proposed legislation or Emergency Ordinance which will make further amendments to the copyright law in 2008.
- Avoid any changes to the Copyright Law and other relevant legislation that will weaken the enforcement tools available to right holders.
- Repeal ORDA's exclusive mandate for issuing expert reports in copyright infringement cases and the related obligation to pay fees for ORDA's expertise.
- Abolish the mandatory ORDA-regulated hologram decree, including the related phonogram and videogram registration procedure.
- Solve the issue related to the need to get a computer search warrant from a judge for searching computers, even in raids targeting companies. Amend Law No. 161 of 2003 to provide that the mere verification of the existence of software installed on the computers should not require such a search warrant, or provide clarification on this issue in an amendment to the Copyright Law adopted by the Emergency Ordinance or by Law, mentioned above.
Enforcement

- Have senior levels of Romanian Government officials develop strong political will and express a commitment to eradicate copyright piracy and instruct all enforcement authorities to take sustained and concrete actions to support that commitment in-practice.
- Get prosecutors to give high priority to the prosecution of Internet and mobile copyright piracy cases.
- In general, make sure that the appointed special IPR prosecutors operate in a transparent manner, retain close contact with rightholders representatives and provide results by actively and swiftly initiating criminal infringement cases and forwarding them to courts by passing indictments rather than merely dropping the cases for lack of social harm or because the infringement was not properly backed-up by evidence; coordination and instructions should be received by the police officers prior to the raids so that weak files be avoided.
- Rapidly appoint a new Head of the IPR Department within the General Police Inspectorate, a post which is vacant at present, in order to avoid a vacuum within the system.
- Have the police, including the anti–organized crime directorate, continue the positive trend of undertaking regular and consistent anti-piracy enforcement actions. The police have been doing a good job. Now they should increasingly engage and tackle the root of the problem: the suppliers of pirate discs to the small-scale retail and street vendors and, in the case of business software, the companies distributing unlicensed software pre-installed on PCs. At the same time, authorities should go after big end-users of unlicensed software; otherwise, the message on the market remains the intangibility of big targets and focus on small businesses.
- Make sure that the appointed special IPR prosecutors continue providing enhanced results by actively and swiftly initiating criminal infringement cases and forwarding them to courts by passing indictments rather than merely dropping the cases for lack of social harm or because the infringement was not completely backed-up by evidence; coordination and instructions should be received by the police officers prior to the raids so that bringing weak cases is avoided. Instruct prosecutors to stop dismissing copyright cases. This undermines the motivation of the police to take actions. Prosecutors should expeditiously pursue criminal cases, even small-scale infringement cases, to the fullest extent of the law, including requesting that the courts issue deterrent level penalties.
- Improve border enforcement by having customs officials actually use their *ex officio* authority to make inspections and seizures and encourage continued consultations and coordination with right holders’ organizations.
- Establish a system at the borders to track the importation of blank optical media products. This should involve the coordination between enforcement authorities (police, customs).
- Establish specialized independent IPR courts under the Appeals Court to alleviate current problems in the civil courts, which are overburdened to handle IPR cases. Establishing specialized courts or at least panels with criminal jurisdiction should also be considered.
- Impose deterrent, non-suspended sentences (in criminal courts) and fines (in both criminal and administrative courts, or in software cases by the raiding agents) and stop dismissing cases involving repeat offenders.
ROMANIA
Estimated Trade Losses Due to Copyright Piracy
(in millions of U.S. dollars)

<table>
<thead>
<tr>
<th></th>
<th></th>
<th></th>
<th></th>
<th></th>
<th></th>
</tr>
</thead>
<tbody>
<tr>
<td></td>
<td>Loss</td>
<td>Level</td>
<td>Loss</td>
<td>Level</td>
<td>Loss</td>
</tr>
<tr>
<td>Sound Recordings &amp; Musical Compositions&lt;sup&gt;2&lt;/sup&gt;</td>
<td>15.0</td>
<td>65%</td>
<td>12.0</td>
<td>60%</td>
<td>17.0</td>
</tr>
<tr>
<td>Business Software&lt;sup&gt;3&lt;/sup&gt;</td>
<td>80.0</td>
<td>70%</td>
<td>63.0</td>
<td>69%</td>
<td>61.0</td>
</tr>
<tr>
<td>Entertainment Software&lt;sup&gt;4&lt;/sup&gt;</td>
<td>NA</td>
<td>89%</td>
<td>NA</td>
<td>77%</td>
<td>NA</td>
</tr>
<tr>
<td>Motion Pictures&lt;sup&gt;5&lt;/sup&gt;</td>
<td>NA</td>
<td>NA</td>
<td>NA</td>
<td>12.0</td>
<td>NA</td>
</tr>
<tr>
<td>Books</td>
<td>NA</td>
<td>NA</td>
<td>NA</td>
<td>2.0</td>
<td>NA</td>
</tr>
<tr>
<td>TOTALS</td>
<td>95.0</td>
<td>75.0</td>
<td>92.0</td>
<td>60.0</td>
<td>56.0</td>
</tr>
</tbody>
</table>

COPYRIGHT PIRACY IN ROMANIA

Internet piracy: Trade in pirated physical product, advertised through Internet websites, has stagnated as opposed to last year's growth. However, the remaining pirates avoid advertising directly, they do not accept newcomers unless recommended by existing trusted clients. They discretely advertise an e-mail address and usually want to meet the client in person. Broadband penetration grew in 2007, offering cheaper and faster ways to connect to the Internet, and the pirate peer-to-peer (P2P) file-sharing phenomenon grew accordingly.

Internet cafés continue to allow customers to download and burn copyrighted materials—music, entertainment software, films and business software. Large amounts of video files are shared over the networks, mainly in Bucharest and other several important cities like Galati, Timisoara, Cluj, Ploiesti, Iasi, Suceava. Currently there are about 7.0 million Internet users in Romania, reflecting about 31% of the country’s population, 25% of which has broadband connections (according to internetworldstats.com). Reportedly, the Romanian Internet Service Providers (ISPs) are rather indifferent to this problem; they sometimes use their download speed for music, games and movies using as part of their advertisements. Even when the police request their cooperation in the fight against on-line piracy, local reports indicate that the ISPs will do whatever it takes not to cooperate, making evasive maneuvers and counting on prosecutors’ lack of technical knowledge and/or interest.

The entertainment software industry reports that some of its member companies have seen an increase in unlawful P2P downloading of its products in the country. Results from monitoring the downloads of several key titles on the BitTorrent and eDonkey protocols in 2007 indicate that Romania accounts for approximately 2% of global downloads on these protocols (i.e., approximately 10,000 downloads in an 8-week period after launch of a top PC game title). The majority of the downloads were on the BitTorrent protocol, eDonkey being less popular in Romania. In early 2007, the recording industry filed a series of criminal cases involving large scale-

---

1 The methodology used by IIPA member associations to calculate these estimated piracy levels and losses is described in IIPA’s 2007 Special 301 submission at www.iipa.com/pdf/2008spec301methodology.pdf. For information on the history of Romania under Special 301 review, see Appendix D at (http://www.iipa.com/pdf/2008SPEC301USTRHISTORY.pdf) and Appendix E at (http://www.iipa.com/pdf/2008SPEC301HISTORICALSUMMARY.pdf) of this submission.

2 The legitimate market for recorded music in 2007 continued to decline, which was not only due to piracy. Physical piracy dropped mildly, but retained a relative importance against dropping legitimate sales. In addition, Internet and mobile piracy continued to grow and still predominantly affects international repertoire. The figures here cover both physical and digital piracy and take the lower US Dollar value into account.

3 BSA’s 2007 statistics are preliminary. They represent the U.S. software publishers’ share of software piracy losses in Romania, and follow the methodology compiled in the Fourth Annual BSA and IDC Global Software Piracy Study (May 2007), available at http://w3.bsa.org/globalstudy/. These figures cover, in addition to business applications software, computer applications such as operating systems, consumer applications such as PC gaming, personal finance, and reference software. BSA’s 2006 piracy statistics were preliminary at the time of IIPA’s February 12, 2007 Special 301 filing and were finalized in June 2007 (see http://www.bsa.org/statistics.html), as reflected above.

4 ESA’s reported dollar figures reflect the value of pirate product present in the marketplace as distinguished from definitive industry “losses.” The methodology used by the ESA is further described in Appendix B of this report.

5 MPAA’s trade losses and piracy levels for 2006 and 2007 are not available. MPAA did provide 2005 estimates for a select group of countries, using a new methodology that analyzed both physical/“hard goods” and Internet piracy. Details regarding MPAA’s methodology for 2005 and prior years are found in Appendix B of this IIPA submission.
distribution of copyrighted music on peer-to-peer networks in Romania; so far, there has been no progress on these cases.

Local industries continue to report in 2007 that although the copyright law covers both uploading and downloading, there are problems regarding ISP liability and the Criminal Procedure Law. The Criminal Procedure Law requires that a computer search warrant must be issued in order to search a private computer, and such a warrant may be issued only by a judge and only if the criminal investigation is officially initiated. At the same time, the criminal investigation may be commenced only if sufficient evidence exists. As a result, it has been difficult to gather the evidence necessary to commence a criminal investigation before a search warrant can be issued.

Optical media piracy: Optical disc piracy in Romania continued to decline in 2007. There remains, however, widespread CD-R and DVD-R burning which serves as the main sources of physical piracy in Romania. Burning operations are often controlled by organized criminal groups. Pirate discs are sold via Internet sites or press advertisements and then delivered by mail or personally on the streets. About 30% of the pirated CDs and DVDs are coming from Russia through the border with Moldova. Given the massive CD-R/DVD-R burning, establishing a system at the borders to track the importation of blank optical media products is strongly recommended. Local pirate optical disc production at the industrial level is not the primary optical disc problem industries face in Romania. There are two optical disc plants in Romania, having three production lines with an annual estimated capacity of 10.5 million units/year. Blank CD-Rs and DVD-Rs are imported. The plant capacities are roughly the same. Two years ago, the Government issued Ordinance No. 25/2006 (entered into force on March 1, 2006) which obliges plants to use SID Codes, a helpful tool in monitoring OD plant operations. As a result, it remains premature at this time for the industries to suggest that the Romanian Government adopt a comprehensive optical disc regulatory regime.

Business software piracy: The priorities of the Business Software Alliance (BSA) in Romania targets end user piracy and illegal distribution (either in the distribution channel, by hard-disk loading, or by home burned CDs/DVDs). Although the police have taken actions against hard disk loaders, they continue to focus on smaller, not larger, companies suspected of using unlicensed software. Optical disc piracy relates to home-burning and mailing distribution (even more than flea-markets distribution). The number and importance of cases involving OD piracy increased in 2007 (BSA reports seizures in the tens of thousands of pirated ODs seized this year, with two convictions resulting in prison sentences). Internet-based piracy continues to increase, with online advertisements and potential customers submitting orders via e-mail, or it is operated through websites promoting pirated software for downloads. Even if the legislative framework provides for enough tools to address and fight this type of piracy, the enforcement is still at the beginning stages. Finally, BSA appreciates the work of the Government toward taking significant steps to legalize its own software.

Record and music piracy: The recording industry (which is represented by the national trade organization AIMR and collecting society UPFR) reports that the level of Internet piracy in Romania is so high that the music industry is struggling to develop its legitimate on-line services. With respect to physical piracy, very few stores, commercial centers or markets sell pirated music. The operating method of selling pirate products changed and concentrated around illegal burning studios in private apartments. The illegal goods are advertised on Internet or specific closed circuit channels. The street ban appears to be working, as less pirated materials appear on the streets. In the area of recorded music, the digital piracy rate is huge (roughly 100%). UPFR issued a textbook for law enforcement authorities and organized a training seminar in April 2007 for the police officers and the prosecutors from Bucharest working in on IPR cases. There are 3 links in this process: the police officers, the prosecutors and the judges. Certain police officers are starting to understand the issue. Unfortunately, most prosecutors and judges fail to grasp the amplitude and complexities of the digital piracy phenomenon.

The recorded music industry has made substantial investments in protecting its rights locally, including by providing training and assistance to Romanian law enforcement officials and magistrates. However, the fight against on-line piracy can only be successful if the State authorities play their part, which, in Romania, is clearly not the case. Romanian prosecutors all too often dismissed cases of retail piracy on the basis of "lack of social harm" (see discussion in enforcement section, below). An increasing number of cases reach court, and there is as well as an increase in the number of court verdicts. Obstacles to further improvement remain the lack of budget allocated to fighting IP piracy, officers being overburdened with other case files and the entrenched
opinion that piracy is not a serious crime. In terms of statistics, in 2007, 460 criminal files were opened, in 287 of which the recording industry requested damages. 173 files were dropped by prosecutors, 85 criminal files reached the Court and in 31 cases a conviction was handed down (see further discussion below). UPFR also has been working on public awareness spots on radio and television stations.

**Entertainment software piracy:** The Entertainment Software Association (ESA) reports that piracy rates for its members’ products in Romania have not dramatically changed in Romania over the last year. The pirated game software available is predominantly locally burned, with very little replicated product found in the market. Pirated entertainment software products continue to be available on the streets, as well as being advertised on the Internet and in newspapers. The availability of modification chips has also increased, both at retail outlets and through Internet vendors. Internet café piracy remains a serious problem in Romania, although the situation continues to improve because police and right holder enforcement actions continue against unlicensed cafés. With increased broadband availability, Internet piracy via P2P and torrent downloads of videogames is also on the rise.

**Audiovisual piracy:** The Motion Picture Association (MPA) reports that optical disc piracy is a big problem. Pirate optical discs (DVDs, CD-Rs and DVD-Rs) generally are sold via the Internet or press advertisements and delivered by mail or personally, on the streets. DVD piracy has reached a level of about 80% of total disc sales. The most popular distribution methods are now Internet sites and street markets (there are over 400 regular markets in Romania and 250 other markets open at various times). As ROACT has blocked access to several well known sites offering movies and/or subtitles, the pirates are increasingly seeking hosting by foreign Internet Service Providers (ISPs). Cable piracy outside Bucharest continues to be a problem; many cable systems retransmit satellite television programs intended for Germany, Italy, and other Western European countries, dubbing them into Romanian; some stations also broadcast pirate videos.

**COPYRIGHT ENFORCEMENT IN ROMANIA**

Although the police have been conducting an increasing number of raids, these too often have been targeted at the “soft” end of pirate operations (i.e. the small operators, street vendors). The police have assigned two officers in each county to deal with IPR cases. Each county should have a specially-assigned prosecutor for IPR. The problem remains that the personnel with IP training — especially with prosecutors — are constantly being shifted to other jobs. Even more importantly, prosecutors have failed to push for deterrent sentences and courts have failed to impose such sentences. Corruption among enforcement officials remains a recurring and severe problem in Romania (and was noted by the EU during Romania’s accession process). Moreover, there is minimal prosecution of corruption.

**Mixed results on police actions and major problems with moving forward with prosecutions:** The copyright sectors report mixed results with bringing criminal actions in Romania in 2007.

On a positive note, BSA reports that enforcement actions involving business software piracy moved well in 2007. The business software industry’s relationship with the local enforcement authorities was good and steady. BSA confirms that Romanian officials remain receptive to the industry’s needs and objectives in 2007, but there is a concern that the level of attention by Romanian authorities may be dropping a bit, given that there was a lot of attention in 2006 given in the context of Romania’s accession to the EU. BSA reports no major bottlenecks apart from this possible lessening of prioritization. Large end-users (companies) and hard-disk loading cases still need to be targeted in 2008. One of the longstanding, unresolved issues is the need to have a computer search warrant issued in order to search computers with a view to identifying the software installed on them; such warrant may be issued only by a judge and only if the criminal investigation is officially initiated. At the same time, the criminal investigation may be initiated only if sufficient evidence exists. In practice, it has proved difficult to gather such evidence necessary for having the criminal investigation initiated.

BSA reports that the authorities took *ex officio* actions but proved open to private industry’s referrals. During 2007, there were more than 680 new raids in end user and reseller cases, and a constant number of hard disk loading raids (this being one of the business software industry’s priorities). There were two cases of resellers convicted to actual imprisonment for software copyright infringement (both involved optical disc piracy),
and a total number of 61 convictions from January through December 2007. More than 60,000 pirate ODs were seized. Compared to prior years, 2007 did result in more large end user actions, where more personal computers were searched and illegal software amounting to more than US$50,000 was found on the PCs at the target locations. Unfortunately, BSA reports that there also were a lot of insignificant raids against very small targets that had only one or two computers.

The entertainment software sector reports that some of its members are very active in Romania. ESA reports that the number of raids taken by the enforcement authorities increased substantially in the last year, but the majority of targets were small (i.e., mostly against Internet game rooms and street/internet vendors). The majority of the piracy cases involved unauthorized use of member company games in Internet cafés and retail sales of burned pirate product, both of which slightly increased in 2007. To this end, ESA member companies supported over 150 criminal cases involving Internet cafés in 2007. Since it is the company’s intent to license the café and create legitimate businesses, it does enter into settlements with the café (as is permitted under current law). Nevertheless, the number of café cases that go to court far exceed any settled actions. In addition, in 2007 entertainment software companies also supported approximately 180 criminal retail piracy cases generally involving street retailers and market vendors. There were also a few cases against retailers advertising burned product via the Internet. Local police (the criminal fraud investigation unit and the criminal investigation unit under supervision from the prosecutor) continue to actively initiate cases involving pirated product and the company’s relationship with the police remains strong. For the most part, cases involving company software product were initiated independently by police who conduct the investigations, gather the evidence, and organize the raids. However, the police also welcome leads from rights holders, and companies have on occasion referred Internet cafés and website sellers to the police.

The problem remains with prosecution. The entertainment software industry reports that some of its member companies obtained poor results in criminal actions. In sum, one company experienced more cases being dismissed in 2007 than in 2006. In 2006, 58 out of 266 cases reached the court, with 78% dismissed by the prosecutor. In 2007, 28 out of 183 applications involving this company's products reached the Court through December 2007, with 84% dismissed by the prosecutor. The majority of cases were closed based on "lack of social harm," with a few others closed for lack of evidence. One case was dismissed in 2007 by the prosecutor because the Internet café owner purportedly did not have the necessary mens rea to be charged with a criminal offense.

The recording industry reports that the longstanding problem of Romanian prosecutors all too often dismissed cases of retail piracy on the basis of "lack of social harm" is now extending into the Internet area. The industry sees this same dismissive attitude in cases of massive uploading of illegal music files on Internet. This unacceptable reaction cannot be blamed on lack of training, as both the private sector and Romania's trading partners (including the EC and the U.S.) have provided ample training and education on these matters to Romania's magistrates and judiciary.

In 2007, UPFR submitted 46 targeted complaints (34 in Bucharest, 6 in Suceava and 6 in Braila) concerning cases of digital and mobile B2C piracy. In 2008, UPFR plans to submit 50 complaints monthly, in particular against users who share at least 100 GB of pirated content, if only to make the authorities aware of the size of this problem.

As examples of this industry’s anti-piracy actions in the online environment, in April 2007, the recording industry (led by UPFR) filed 16 criminal complaints involving large scale-distribution of copyrighted music on peer-to-peer networks in Romania. What happened was that UPFR filed 6 complaints on DC++ with the Bucharest Police; these complaints remained unresolved, due to a lack of cooperation from the police. Following increased pressure on the enforcement officials, UPFR together with 5 teams of police officers from Bucharest, filed 10 more complaints. The industry has been working closely with the police to provide the necessary evidence, but so far, almost a year later, there has been no progress on these cases. In fact, recent indications suggest that these cases may very well be left unprosecuted, and that only fresh criminal complaints meeting unreasonably burdensome and unnecessary evidentiary requirements will be considered. This disturbing lack of progress in response to this first way of actions sends a negative signal about Romania's commitments to properly enforcement intellectual property rights. This matter needs to receive the urgent attention of the General Prosecutor.
These also remain without any concrete result due to a lack of willingness of the prosecutors to take on the cases. At the end of 2007, UPFR launched a new wave of complaints in Bucharest and in the country in a desperate attempt to get at least 2-3 cases to Court. Reasons used by the authorities to delay any follow-up:

- The prosecutors do not want to be the first to launch an Internet case;
- There is a risk that the offender might be a minor;
- It is difficult to present appropriate evidence for a search warrant;
- Launching Internet piracy cases may trigger a negative reaction in the media;
- There is no social harm and important damage when you download some illegal content.

A big difficulty is the refusal of the ISPs to cooperate with police officers or even prosecutors. In some cases, ISPs delay or even refuse to submit any data about their customers. Alternatively, they argue that it is technically impossible to fulfill the authorities’ request for data.

The recording industry reports that, in 2007, 460 criminal files on physical piracy were opened. In 287 of these, UPFR filed for damages. In the remaining 173 UPFR did not file for damages because these were small cases (merely a couple of pirate CDs per case). These 173 files were dropped by prosecutors. Of the remainder, 85 criminal files reached the Court and sentences were issued in 31 cases. UPFR field inspectors, in cooperation with the Police, entered 13 illegal burning studios in private apartments and uncovered 27 cases of large-scale piracy (over 1000 CDs). In as far as enforcement action with respect to collective licensing is concerned, 711 criminal cases were initiated in 2007 (122 on broadcasting and 589 on public performance). Of these, 231 were dropped (71 on broadcasting and 160 on public performance) and in 66 cases, a settlement was reached. In 536 cases of these, UPFR requested damages.

Administrative actions with ORDA still causes difficulties: The Romanian Copyright Office (ORDA) is an independent Government agency which still has some enforcement authority. Following raids, the police send the seized product to the Romanian Copyright Office for verification (ORDA). The Romanian Copyright Office checks the seized product and issues its technical report certifying which goods are pirated. This technical procedure with ORDA is often lengthy (2-4 months on average) and the rights holder is not involved in the verification process. Although there was some improvement with respect to the length of time for verification in 2007, further improvement is needed. Upon verification by ORDA, the prosecutor decides whether to file charges and prosecute the case if the prosecutor considers there to be sufficient evidence for conviction.

In addition, ORDA still has a strangle-hold over the objectionable hologram system, and causes substantial delays in criminal investigations as it takes several months to deliver the technical reports on the pirated products (between three and twelve months). A few examples of the continuing problems involving ORDA include:

- **The stickering program**: ORDA issues holograms for every optical disc (audio, video, software) that is released commercially. All copyright industries agree that this system produces more bureaucracy than help in anti-piracy activities. This type of a state-mandated sticker system, attempted in other countries (Malaysia, Ukraine, Russia), is counterproductive to anti-piracy efforts because it often results in “legalizing” pirate material where the stickers are themselves forged. Moreover, considering the expected decrease in physical piracy, the justification for having any hologram system is disappearing. In addition, there is the potential for Government officials to provide pirates with the legitimate stickers to place on their product. Alternatively, it may prevent the legal distributor from getting product into the marketplace in a timely fashion, due to bureaucratic delays. Pirate material may incongruously become more readily available than legal material because of the sticker program itself. In this context it should be noted that ORDA, other than issuing the holograms as part of this highly bureaucratic system, fails to exercise any meaningful control over how the holograms it issues are actually applied by the users. This reinforces the futility of the system as it currently stands.

- **Registering sound recordings and fees**: ORDA registers every sound recording that is released to a commercial circle for the purposes of issuing holograms. This is a new requirement introduced by the Government Ordinance No. 25/2006. As expected, the procedure is extremely complicated and time-consuming. Worse yet, the registration of each recording is taxed by ORDA, which is another state fee alongside the hologram fee. This system must be repealed alongside the holograms system.
• **Expert reports and fees:** ORDA issues expert reports in copyright cases. This happens at a slow pace in spite of some improvement since last year, which results in delays in criminal investigations (3-4, and in some cases up to 12 months). The solution here is to follow the prevalent practice in Europe and other countries, and to transfer this task to the copyright industries, who are true experts in their respective products.

• **Collective management:** ORDA supervises collecting societies. It should be once again stressed that collecting societies, as is the case in the majority of jurisdictions world-wide, should be treated like any other commercial business and should not fall under an overly detailed special regulation.

**Non-deterrent sentences:** Romanian courts remain very reluctant to impose deterrent penalties; there was no breakthrough with this problem in 2007. There have been no reports of effective (i.e., non-suspended or time-already-served) jail terms imposed to date in Romania for copyright piracy. This unfortunate result occurred despite the fact that the copyright industries in the last several years have begun to receive additional cooperation from the police to conduct raids and seizures of infringing product, as well as some support from public prosecutors in bringing the cases to court, and in spite of recent amendments to the law (which increase penalties for software piracy offenses). For example, an entertainment software company reports that the courts typically impose only administrative and/or criminal fines (from US$150-$4,200) which are paid to the state and/or suspended jail sentences (from 1 to 2 years). When Internet cafés are involved, the illegally operating cafés are simply closed. This same company saw only one jail sentence issued in 2007 in a case where a recidivist copyright infringer was convicted; there were 6 criminal files open against the same infringer, all cases were gathered before the court and the resulting criminal sentence was for 1 year and 7 months of imprisonment.

**Damages difficult to collect with additional legal procedures:** An entertainment software company reports mixed results regarding damages. In addition to issuing criminal penalties, courts generally award damages to the injured company in cases involving its products. The company submits to the prosecutor its damages claim based on the price of corresponding legitimate product (without VAT) multiplied by the number of seized products. While Romanian copyright law allows a rights holder to request treble damages, this company typically only seeks double the amount of actual damages; except in recidivist cases where treble damages are requested. In about 60% of all the cases supported by this company, the courts awarded the requested damages. Problems arise, however, as most defendants generally do not comply with the court’s order and do not pay the awarded damages unless the rights holder initiates a further proceeding for collection of damages through garnishment effected by court bailiffs.

**Lengthy court proceedings:** Criminal judgments of even minor fines against copyright infringers still require considerable time and effort in Romania. The time from the police raid to the transfer of the case to the court is never less than 3-4 months, and on occasion may exceed ten months. The average amount of time needed to obtain a criminal court decision is between 1 and 1½ years. Appeals take even longer. At least two or three hearings are needed before reaching a court sentence. Some companies report that they have a number of cases initiated in 2006 or earlier in which no decision has yet been communicated to its local counsel.

**COPYRIGHT LAW AND RELATED ISSUES**

2007 was a quiet legislative year in Romania, it being the first year in a long time where there were no amendments made to the copyright law, the criminal code, or the criminal procedure code. There were, however, legislative reform discussions held among ORDA, the Public Ministry, the General Inspectorate of Police, the Ministry of Justice and various rights holders (upon ORDA’s invitation and within the “IPR Working Group” format) regarding possible amendments to the Copyright Act. The exact scope of any such legislative package is not yet known. Possible issues in such legislation could include lowering the level of criminal sanctions, and even removing administrative fines and providing only for criminal penalties. Also of concern is a proposal raised by ORDA and the Public Ministry that the right to settle certain copyright infringement cases may be eliminated. Another longstanding issue relates to computer searches in public or commercial locations, such as Internet cafes, without a court warrant (discussed earlier and below). Concerns remain that there may be
amendments to exclusive rights such that the “making available” right of authors be made subject compulsory collective management, contrary to the legal principles enshrined in the Berne Convention and the WIPO Treaties. We expect further discussions among this group and public and private stakeholders in 2008.

ORDA and the Ministry of Culture organized several meetings related to the possible amendment of the law, but no progress was made. The private sector expresses its deep concern with respect to ORDA’s attempt through the amendment process to reintroduce its competence for certain law enforcement tasks relating to copyright infringement. Past experience has showed, much to the detriment of right holders, that ORDA is not the appropriate state organ to engage in law enforcement activities.

Copyright Act of 1996, as amended: The 1996 Romanian Copyright Law has been amended a number of time in the past decade. Unfortunately, the resulting legal structure continues to contain a number of key gaps and deficiencies, and as a result, Romanian law is not yet fully compliant with the WIPO Copyright Treaty and the WIPO Performances and Phonograms Treaty, nor the EU Copyright and Enforcement Directives nor the WTO TRIPS Agreement. Various amendments were made in 2004, 2005, and 2006, many of which were aimed at coming into compliance with EU Directives. To illustrate, among the more problematic provisions reported by local industry colleagues are the following. Article 143 does not appear to prohibit acts of circumvention, but only preparatory acts of circumvention and therefore fails to implement the WIPO Treaties and the EU Copyright Directive. Also of concern is Article 121 which would deny protection in the form of retransmission royalties to audiovisual works broadcast on must-carry television stations and retransmitted by cable operators; this approach would violate protections required under Berne Convention’s Article 11bis and the Trade Related Aspects of Intellectual Property Rights (TRIPS).

Street piracy ban: In 2006, a street ban was adopted; Government Ordinance No. 25 of 2006 prohibits street commerce of copyrighted goods (original or pirated). According to the industries, this street ban was a relatively positive move. At least for now, it is slightly more difficult to find pirate product on the streets. Retail piracy moved from the streets to the newspaper and Internet adds or to closed circles in housing compounds and offices. The number of people who offer pirated physical goods today is roughly the same as before the introduction of the ban, but they are geographically more concentrated or work through newspaper adds.

Search warrants: BSA reports that a continuing problem is that the verification of computer systems and of the computing data carriers requires a search warrant, according to Law No. 161 of 2003. The search warrant can be issued only by the court and only after the commencement of the criminal investigation. BSA expects that the consequence will be that the number of ex officio police raids will decrease dramatically, as will police raids upon response to right holder leads. Industry reports suggest that the Romanian IPR Working Group has been lobbying to amend the law with respect to the requirement of obtaining a search warrant before

6 In 2004, Romania passed amendments to its 1996 Copyright Law (Law 285/2004) which came into force on August 1, 2004. Nevertheless, this package was inadequate, and the industries then argued that further reform of the copyright law, was still needed, particularly with respect to: (1) transient copying exception in the reproduction right; (2) producers of sound recordings not having exclusive rights of broadcasting or communication to the public, but rather a limited right of remuneration; (3) the law clearly providing full protection for pre-existing sound recordings, as required by Article 14.6 of the TRIPS Agreement; and (4) amending two provisions regarding ownership and performance royalties which adversely affect the distribution of films.

7 In 2005, the copyright law was revised through an Emergency Ordinance No. 123/2005 which entered into force on September 21, 2005. Although these amendments were far from idea, there were some positive elements, such as: (1) ORDA no longer has direct enforcement authority in criminal cases, or a central role vis-à-vis other enforcement authorities; (2) penalties for copyright infringement were increased; (3) jurisdiction for criminal piracy cases were moved to the higher level tribunals in hopes of expediting cases; (4) the principle of having a unique collecting society for all right holders was eliminated; (5) the statutory royalty caps for the broadcasting and cable retransmission rights of copyright and related right holders were eliminated. However, the Emergency Ordinance also included some negative developments. For example the withdrawal of the holograms’ administration from the private sector was transferred to ORDA. From the perspective of the recording industry, this is another reason to justify eliminating the hologram system altogether. The text of the Ordinance is unclear in certain places and leaves much room for adverse interpretations. For example, the texts providing for criminal offenses and penalties are not very clear, as they mention also “producing of pirated goods, for distribution purposes” as one offense, and, as another more serious offense, the “producing of pirated goods, for commercial purposes.”

8 The 2005 Emergency Ordinance was voted in the Parliament and became Law No. 329 of 2006, which was aimed at making the Copyright Law compliant with the new Romanian Criminal Code. The copyright law now provides that criminal offense are also punishable by criminal fine, and the level of such fine is to be established according to the Criminal Code provisions. This 2006 law also expressly introduced the competence of the Romanian Gendarmerie to conduct raids.
checking a computer hard drive for pirated software. The amendment should provide that the mere verification of the existence of software installed on the computers should not require such a search warrant.

**Government software legalization (2004):** BSA appreciates the work the Government has undertaken to legalize its own software use under Decree H.G. Number 470/01-04-2004. More remains to be done to extend legalization to the public authorities’ entire installed base.

**Criminal Code reform:** A large part of the Criminal Code reform in 2006, including the intellectual property chapter, was postponed until September 1, 2008. In a positive move, Law No. 278 of 2006 introduces criminal liability for legal entities and also provides for the general limits of criminal fines. However, there were some problems. For example, the criminal code does not sanction the possession of infringing materials, including the possession of the equipment used to make infringing material. In addition, for certain actions (such as software piracy), a private complaint is needed as a pre-condition for starting an enforcement action and subsequent prosecution.

It should be stressed that there seems to be no legal tool to compel ISPs to supply data about their customers to law enforcement authorities. In the fight against growing Internet piracy, ISPs hold the key to the data that provides the necessary evidence in order to identify the offender and to get a search warrant.

**IPR TRAINING AND PUBLIC AWARENESS**

In January 2007, BSA organized a training seminar for 45 police officers and prosecutors. The results were obvious, as the quantity and the quality of raids kept high. In addition, BSA participated in trainings organized by IP Working Group in April 2007, and by the U.S. Embassy. Also last year, an entertainment software company participated in an IPR training session for Romanian police, prosecutors, and judges. In March 2007, the local recording industry (UPFR) issued a technical manual for law enforcement authorities, judges and magistrates regarding digital piracy. In April 2007, UPFR organized a seminar for some 30 IPR police officers and prosecutors from the Bucharest area. When UPFR submitted Internet complaints, the police officers involved in these cases received individual training (however, the cases are now blocked at the prosecutors level).

With respect to online piracy, UPFR managed to get the National Council for Audio-Visual (NCA) in August 2007 to agree to recognize its digital anti-piracy campaign as a “social campaign,” which means radio and television stations can broadcast spots related to this subject, without cost. UPFR started to produce a TV spot (which will be finalized in February 2008) in order to be broadcast by the main television stations. The objective is to extend this educational campaign at national level in 2008.

**MARKET ACCESS**

**Broadcast quotas:** MPA reports that the Audiovisual Law of June 2002 introduced a quota of “a majority proportion” of EU works from the day Romania accedes to the EU. Such a provision should include a degree of flexibility to respond to market realities. Regulation No. 39 of July 14, 2005 (effective August 1, 2005) imposes a 3% levy on the advertising revenues of all public and private TV stations in support of domestic film production.

**Discriminatory tax treatment of U.S. audiovisual works:** The Regulation of July 2005 (includes new taxes on box-office and on video/DVD sales to finance subsidies for Romanian and European films. These taxes, besides having a detrimental effect on the Romanian audiovisual market, unfairly burden MPA member companies with the cost of financing the Government’s cultural policy.

**Screen quota:** The new Regulation of July 2005 obliges Romanian cinemas to devote 5% of their screen time to Romanian films, of which at least 1% must be during the highest attendance show times. MPA opposes any type of quota restrictions that limit the ability to distribute film products on based market demand.